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1. PS to Director, IISS, Bhopal for information of Director.
2. All PC’s, HOD’s,I/c’s, 1ISS, Bhopal for circulation among officers & staff

members.

3. I/c AKMU, IISS, Bhopal for uploading in IISS website.

4. All PC’s/All Head’s/All Incharge’s for circulation of among cientists/Technical
& all staff.



Fwd: Fw: Mandatory - Securing NPS transactions through Aadhaar
based User Authentication for Government Nodal office

MK Mulani <sfaoiiss@gmail.com>

Mon 3/11/2024 5:14 PM

ToMR Anupam Sahasi Rajput <Anupam.Rajput@icar.gov.in>; MR Hira Lal Gupta <HL.Gupta@icar.gov.in>;

Y

l attachment

Aadhaar_Based_Login_for_Nodal_Office.PDF;

This may be circulated among all NPS subscribers.

mmmmmmeas Forwarded message ---------

From: Director IISS <directoriiss@icar.gov.in>

Date: Mon, 11 Mar 2024 at 15:51

Subject: Fw: Mandatory - Securing NPS transactions through Aadhaar based User Authentication for Government Nodal office
To: MK Mulani <sfaoiiss@gmail.com>, MR Anupam Sahasi Rajput <Anupam.Rajput@icar.gov.in>

Cc: spdatta.manish@gmail.com <spdatta.manish@gmail.com>

From: nps icar <npsicarhgrs@hotmail.
Sent: Monday, March 11, 2024 2:59 PM
To: Director CIWA; Administrative Officer CIWA; Director IASRI; sfao.iasri@icar.gov.in; Head of Office -IASRI; NAARM
HYDERABAD ; ZH Khilji; Director NIAP; Assistant Finance & Accounts Officer NIAP; Administrator Officer NIAP; Director
CIRCOT; Director CIAE; directorciae@gmail.com; sfaociae@gmail.com: auditciae@gmail.com; Chief Administrative
Officer CIAE; caociae@gmail.com; Director CIPHET; Finance & Accounts Officer, CIPHET; Senior Administrative Officer,
CIPHET; director.iinrg@icar.gov.in; Finance and Accounts Section: sao.iinrg@gmail.com; Director, NINFET; nirjaft (ninfet);
Director DKMA; icardkmafao@gmail.com; Under Secretary DKMA; Director CARI; Director CIRB; Director CIRC;
fao.pdc@gmail.com; Director CIRG; Finance Section: Director CSWRI; Finance & Account OfficerCSWRI; Chief
Administrative OfficerCSWRI; directorivri@gmail.com; Director IVRI; comptrollerivri@rediffmail.com; Joint Director
(Admin), IVRI, |zatnagar; registrar.ivri@gmail.com; Director NBAGR,; directornbagr2021@gmail.com; Head of Finance,
NBAGR; Head of Administration, NBAGR; dir.ndri@gmail.com; Director NDRI; directornianp@gmail.com; nianp,
Karnataka; Director NIHSAD; directorlnihsad@gmail.com; Administrative Officer NIHSAD; Director NIVEDI; AFAO NIVEDI;
Head of Administration, NIVEDI (MI); Head of Administration, NRCE; n nrccamel@nic.in; Director NRCCamel;
nrccamel@nic.in; Director NRCMeat; naaga venkateswara raaw m; Director NRCMithun; NRC PIG; Director NRCY:
ya kdlrector@_gmait gg ; Gaurav Srivastava; Ngoichung Khochilu; aaonrcy@gmail.com: Director Millets;
millets.icar@nic.in; fao@millets.res.in; sao@millets. res.in; Director CICR; cicrnagpur@gmail.com ; Director CRIJAF;
fao.crijaf@gmail.com; ng_tp_r@@gmgll com; Director CTRI; audit ctri; saoctri@gmail.com; Director DGR; Head of
Finance, DGR; Head of Administration, DGR; dlrectordrmr@gmall com; Director DRMR; FAO DRMR Bharatpur; director:
larijharkhand@gmail.com; director; comptroller@iari.res.in ; IARI, NEW DELHI; Director IGFRI; Director I1AB:
apat.icarneh@gmail.com; afao.iiabranchi@gmail.com: Head of Finance, IIAB; Head of Administration, IIAB;
2a0iiab.2018@gmail.com; pdmaize@gmail.com: Director Maize; aomaize@gmail.com; Director IIOR; Finance and
Account Officer IIOR; Senior Administrative Officer; diriipricar@gmail.com: Director lIPR; Director IIRR; Fao Drr;
Administrative Officer IIRR; saodrr@gmail.com; Director Seed; Head of Finance, DSER; Head of Administration, DSER:
Director Soybean; Finance and Accounts Officer, IISR_Soybean, Indore; paodsrindore@gmail.com; Administrative Officer,
IISR_Soybean, Indore; d dsraddmin@gmail.com; Director Sugarcane; Finance & Accounts Officer IISR; Senior
Administrative Officer IISR; Director IIWBR; Finance & Account Officer IIWBR, KARNAL; Head of Administration, |IWBR;
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Director NBAIM; Director NBAIM; ao nbaim; Director NBPGR; NBPGR SAO; Director NIBSM; fao.nibsm.cg@nic.in;
ao.nibsm.cg@nic.in; Director NCIPM:; Head of Finance, NCIPM; Head of Administration, NCIPM; Director NIPB; Director
NRRI; di[ectorgrrigugggk@_gmaﬂm; crrictc@nic.in; crrifap@gmail.com; Senior Administrative Officer NRRI; Director
SBI; Finance & Account Officer SBI; Senior Administrative Officer ICAR-SBI, Coimbatore; Director VPKAS,; vpkas@nic.in;
Head of Finance, VPKAS; Finance Account Officer VPKAS; Senior Administrative Officer VPKAS; Head of Administration,
VPKAS; director.cifri@gmail.com; cao.cifri@gmail.com; Director CIBA; Director Cell / PMDRU; Director CIFT;
sao.cift@gmail.com; Director CIFA; Finance & Accounts Officer CIFA; CAO CIFA; Director CMFRI; Director DCFR;
dcfrin@gmail.com; Administrative Officer DCFR; Director NBFGR; afaonbfgr@gmail.com ; nrcss.director@gmail.com;
Director NRCSS; afao.nrcss@gmail.com; aao.nrcss@gmail.com; Director CCRI; dirnrccngp@gmail.com; Director CIAH;
ciah@nic.in; Administrative Officer CIAH; Director CISH; cish.lucknow@gmail.com; FAO CISH; ICAR-Central Institute of
Temperate Horticulture; Adminsitrative Officer, CITH; Director CIARI; accounts; Director CPRI; directorcpri@gmail.com;
Section Incharge, Finance, CPRI, Shimla; fao.cpri@yahoo.co.in; Head of Administration, CPRI; Director CTCRI;
cteritvm@gmail.com; aoctcri@yahoo.com; Director DCR; dircajures@gmail.com; Director DFR; directordfr@gmail.com;
Assistant Finance and Account Offcier DFR; Administrative Offcier DFR; aodfr@yahoo.com; Director DMAPR; AFAO
DMAPR: AAO DMAPR; Director Mushroom; directordmr@gmail.com; afacodmr@gmail.com; Administrative Officer;
Director DOGR; Director IIHR; Director |IOPR; Director Spices; remaspices@gmail.com; directoriivr@gmail.com; Director
IIVR; saoiivr@gmail.com; Senior Administrative Officer lIVR; nrcbdirector@gmail.com; Head of Finance, NRCB(MI); Head
of Administration, NRCB(MI); Director NRCG; Assistant Finance & Accounts Officer NRC; Administrative Officer NRC;
Director NRCL; nrclitchi@yahoo.co.in; AF&AO, ICAR-NRC on Litchi; AO, ICAR-NRC on Litchi; Director NRCO; Director
NRCPOM; mpg_mggma;g@gmail,com; Director IIFSR; faopdfsr@gmail.com; SAO, IIFSR; Director ICAR-RCER; Director
CAFRI; director.cafri@gmail.com; Director CAZRI: Director CCARI; Finance & Accounts Officer - CCARI; Administrative
Officer - CCARI; Director CRIDA; Audit CRIDA; Head of finance and audit,CRIDA; Head of Administration, CRIDA (MI);
Director CSSRI; dirdwsr@icar.org.in; Director WEED; aodwr.icar@gmail.com; Director ICAR-NEH;
icarneh.director@gmail.com; Senior Finance & Accounts Officer, ICARNEH, Umiam; Chief Administrative Officer ICAR-
NEH; directorsoilcons@gmail.com; Director IISWC; caoiiswc@gmail.com; Director 11SS; director.dwm®@icar.org.in;
Director IWM: Finance and Accounts Officer,ICAR-IIWM; Administrative Officer ICAR-IIWM; Director MGIFRI; Director
NBSSLUP; Director NIASM; niamdirector@gmail.com; Finance and Account Officer NIASM; jd§ilgkim.icar@_gmM;
zculldh@gmail.com; afaoatari@gmail.com; aaoataril@gmail.com; zpdicarkanpur@gmail.com;
aaozpd4rbverma@gmail.com; Agricultural Technology Application Research Institute, Patna; atarikolkata@gmail.com;
Agricultural Technology Application Research Institute, Guwahati: atariguwahati@gmail.com; Agricultural Technology
Application Research Institute, Shillong; atari.pune@gmail.com; Agricultural Technology Application Research Institute,
Pune; zpdZjabalpur@gmail.com; zcunit@rediffmail.com; Agricultural Technology Application Research Institute,
Jabalpur; Agricultural Technology Application Research Institute, Hyd; Director, ICAR-ATARI, Bengaluru;
zpd6jodhpur@gmail.com; estt.ccri@gmail.com; aoccri.nagpur@gmail.com; fao cari@rediffmail.com;
ddoicar2012@gmail.com; Head of Administration, IIPR, Kanpur; lipr; finance.rcer@gmail.com;
pensiQnaudit.dglhi@_gmgil.cgm

Cc: Saurabh Muni

Subject: Fw: Mandatory - Securing NPS transactions through Aadhaar based User Authentication for Government Nodal
office

Dear Sir/Madam,

With reference to the above mentioned subject, the information received from PROTEAN (CRA) has been
forwarded to you for your knowledge and for further necessary action.

Thanks and regards,

Pension Section (NPS)
ICAR, HQ

Krishi Bhawan
New Delhi-110001

From: Communications CRA <nps-communications@ mailer.proteantech.in>
Sent: Thursday, March 7, 2024 5:25 PM
To: sticarhqg@hotmail.com <gpsicarhq§@hotmail.com>




' Subject: Mandatory - Securing NPS transactions through Aadhaar based User Authentication for Government Nodal
office

Dear Sir/Madam,

Greetings!

This is in continuation of PFRDA Circular No: PFRDA/2024/05/Sup-CRA/02 dated 20th Feb 2024, which was
intimated to your office during last week of February 2024.

As per PFRDA directives, your office is hereby informed that an Addional layer of security feature is being
introduced for log in to CRA system, to enhance security measures and safeguard interest of subscribers and
stakeholders.

Currently All the government user id in CRA system have password based login to access the CRA system. The
Aadhaar based login is being introduced mandatorily for all the users, in addition to the password-based

login, to access the CRA system, effective from 1 April 2024. It may be noted that effective from 1 April
2024, the Nodal Office users cannot access the CRA system without Aadhaar linking.

To enable smooth operation the following needs to be kept handy.

1. The Scan image of Employee ID card / The Scan image of Authority letter to access the CRA
system / The Scan image of Appointment Letter

2. Aadhaar Number of the individuals accessing CRA system
3. Access to Mobile number mapped to Aadhaar for delivery of OTP
It is pertinent to note that

. Every user id linking with Aadhar shall be two step process of initiation by the user and
authorisation by superseding office.

» The PrAO/DTA user id needs to be linked with Aadhaar on priority (say within 2 working day), so
that CRA can authorise these Aadhaar linking

. The underlying PAO/DTO user id Linking with Aadhaar can be authorised by respective
PrAO/DTA thereafter (say within next 2 working days)

« Similarly the underlying DDO user id linking with Aadhaar can be authorised by respective
PAO/DTO subsequently.



D Till the time the Nodal office user id liking with Aadhaar is not authenticated, the same user will
not be able to access the CRA system

The SOP for “Securing NPS transactions through Aadhaar based User Authentication for Government Nodal
office” is attached for your reference. Protean CRA shall take all necessary initiatives to support your office in
the process of Aadhar linking and additional creatives shall be circulated shortly.

For any further assistance you may write us on gghelpdesk@oroteantech.in / sgcra@proteantech.in /
cabcra@proteantech.in with subject in email as «Aadhaar based login for Nodal Office” for ease of
tracking and may contact the Nodal Office Call Center on 1800 2100 081.

Regards,

Protean CRA

Click Here to unsubscribe from this newsletter.

“SAVE TREE - Please do not print this e-mail unless necessary.”

Disclaimer: The information contained in this electronic message and /or attachments to this message are intended for the
exclusive use of the addressee(s) and may contain confidential, proprietary or privileged information. If you are not the intended
recipient, any dissemination, use, review, distribution, printing or copying of the information contained in this e-mail message
and/or attachments to itare strictly prohibited. If you have received this communication in error, please notify us by reply e-mail
or telephone and immediately destroy all copies of this message and any attachments.

WARNING: Computer viruses can be transmitted via email. The recipient should check this email and any attachments for the
presence of viruses. The organization accepts no liability for any damage caused by any virus transmitted by this email.

www.icarorg.in

With kind regards,

M.K. Mulani
Sr. Fin. & Accounts Officer,
ICAR-IISS, Bhopal

Save Water, Save Trees, Save Planet
Don't take print out of this email, until necessary.
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Acronyms and Abbreviations

The following definitions, acronyms & abbreviations may have been used in this manual:

ACRONYM DESCRIPTION
NPS National Pension System
Protean Protean eGov Technologies Limited
PFRDA Pension Fund Regulatory & Development Authority
PRAN Permanent Retirement Account Number
NPSCAN National Pension System Contribution Accounting Network
CRA Central Recordkeeping Agency
Pr.AO Principal Accounts Office
DTA Directorate of Treasury and Accounts
PAO Pay and Accounts Office
DTO District Treasury Office
DDO Drawing and Disbursing Office
PAO Reg. No. | Unique PAO Registration Number allotted by CRA
DDO Reg. No. | Unique DDO Registration Number allotted by CRA
PAN Permanent Account Number
I-PIN Internet Personal Identification Number
T-PIN Tele-query Personal Identification Number
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Overview

Government Nodal offices (PrAO/DTA /PAQ/DTO/ DDO ) and Corporate Nodal
offices are provided login access to the CRA system for executing the NPS related
activities and generate/view/download various reports. As per PFRDA directives,
2-Factor Aadhaar based authentication, an additional layer of security feature,
is being mandatorily introduced for all password based users while logging-in to
CRA system, effective ,1°* April 2024.

The Nodal Offices under Central and State Governments including their
underlying Autonomous bodies currently utilize a password-based login to
access the Central Recordkeeping Agency (CRA) for NPS transactions.

To enhance the security measures in accessing the CRA system and safeguard
the interests of Subscribers and Stakeholders, it has now been decided to bring
in additional security features through Aadhaar-based authentication for login
to the CRA system. The Aadhaar-based login authentication will be integrated
with the current User ID and password-based login process so as to make the
CRA system accessible through 2- Factor Authentication.

The Nodal office User IDs under the Government Sector (Central/State/CAB/SAB)
shall be allowed to login to CRA system (CRA & NPSCAN) with 2-Factor
Authentication using Aadhaar OTP (One time password). The Oversight office
(PrAO/DTA) needs to link their Aadhaar against their respective CRA User ID
initially, so that the underlying users can initiate Aadhaar Mapping. Similarly
PAO/DTO needs to link their Aadhaar against their respective CRA User ID, so
that the underlying DDOs can initiate Aadhaar linking.

All offices under Government Sector and Autonomous Bodies have to
implement the necessary framework for implementation of the additional
feature of Aadhaar-based login and authentication in CRA system to perform all
NPS related activities.

This document covers the process to be followed by the Nodal offices to link
their Aadhaar and proceed with the functional activities using CRA system.

The following points are covered in the document:
A. One time registration of Aadhaar number against Nodal Office User ID
B. Authentication of Aadhaar Mapping to Nodal Office User ID
C. Status view for Aadhaar Mapping

D. Procedure for regular (Aadhaar based) access to CRA system

q|Page
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1.

2.

One Time Linking of Aadhaar with Nodal Office User ID

Nodal Office User will login to the CRA system with existing Login ID and Password
and will have to check in Password policy and enter Captcha and Submit as
displayed in Image 1.

» My User IDPRAN & Password 5 conifental § not o oe

ioced t
+ Paroword snoui be compkes ant ot commonty ysed el i
+ 17@4d 10 hDEp ChGNDING My PRSTOES FRgRET |

Bast Passenrd (04 2 alPS Howinszucion felsor |

: Nodal Offices / Other Intermediaries
@ Susscriber Consent 1o share contact detals with ASP %P * Digeal Conicate
g

Jser 1D 123400

Tops
e Fainoe s

Sunseber Regananos Phoic-Sgnatury Moofication Reques! Enter Captcha % 4 +44= a2

G undecsinnd m
Statys using Recaiot Numder
o M Liter (DFRAN & Paspeent 1 coahdeniei 5001 10 56
21 0ead
+ Pasgeord 1A e compias ant sol commony sad vt o
s
+ | A8E4 1D keaD ShEnging Iy CateTHd Iaguany

&
s’t‘"m PRAN Card Dispaich Status Ftidl Fasgirry HEEHRICLONE for Login

fall)

Griavance ; Enquiry Siatus 9

Retired Life ka sahara, NPS hamarn

Image 1

The CRA System shall prompt for the Aadhaar number as displayed in Image 2. The
User will enter the Aadhaar number, check the declaration box and click on submit.

»  Kindly share below Aadhaar details

User 1D 1000586800

Aadhasr Number

81 heraty uncerstanasutonze Pratean etiov Technooges Lid as CRAto

1 Use my Aadnaar delads tor Natonal Peason System (NPS) and authenbicate my idenity treough e Aadhasr
Authendcston sygiem (A3dnasr Dased ¢ KYC sonaces of VDAL I 3CCOMCance A the [rovsions of (e ASChaar
(raqtn:mooum of Financial and ofher Subsidios, Benelits and Senvicesi Act. 2016 340 Mo alied rules and reguaations

2 Use my Demographic detaiis (Name Gender and Date of Birtn) and OTP for authenticating my identty tvough the
Aadhaar Authentcation sysiem for obianng my ¢-KYC through Asdhasr based &-KYC services of UIDA!
3 1 understand that 1hd ASCNaar Setads (phyicsl and / of GIQIaE 35 MO A3 MIYDE) SUDMEIES 107 Jvalng Tervice: uncer

NFS il be maintained in NFS 13 he tme Te account’User ID & not inaclive n NPS or Ihe melrame ceOded by PFRDA
the reguiaior of NPS whichever it atet

Image 2
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The following text shall be displayed and the User will have to place a check across the
text after providing Aadhaar number:

Use my Aadhaar details for National Pension System (NPS) and authenticate my
identity through the Aadhaar Authentication system (Aadhaar based e-KYC
services of UIDAI) in accordance with the provisions of the Aadhaar (Targeted
Delivery of Financial and other Subsidies, Benefits and Services) Act, 2016 and
the allied rules and regulations notified thereunder.

Use my Demographic details (Name, Gender and Date of Birth) and OTP for
authenticating my identity through the Aadhaar Authentication system for
obtaining my e-KYC through Aadhaar based e-KYC services of UIDALI.

| understand that the Aadhaar details (physical and / or digital, as the case
maybe) submitted for availing services under NPS will be maintained in NPS till
the time the account/User ID is not inactive in NPS or the timeframe decided by
PFRDA, the regulator of NPS, whichever is later.

| understand that Security and confidentiality of personal identity data provided,
for the purpose of Aadhaar based authentication is ensured by Protean eGov
Technologies Ltd till such time it is acting as CRA for NPS.

3. System will validate the Aadhaar number and ask for additional details (in case the

same Aadhaar is not linked to the same User ID) as displayed in Image 3

Enter Aadhaar Details
Aachanr Number
Hame ~ 3
Dste of Birth = AR -
(ALY YY)
Mobde Humber = +91] i _-.- """""""""'“ e
Docwnet Tipe = SELECT e
Uptoad document - | Choose Fie | tio fie chosen
Note (X 1
oo ba betwewn A B
Image 3

GIracc



T ——

S ———

The User shall enter the Name, Date of Birth, Mobile Number and Gender as
recorded in Aadhaar. It is mandatory to upload at least one or all of the following
documents (as per the requirement of the approving office) with maximum size of
5 MB.

1. Appointment letter
2. Authority letter
3. lIdentity Card

4. On submission of details, an OTP shall be delivered to Aadhaar registered mobile
number and the user needs to enter the OTP as displayed in Image 4

»  Kindly share below Aadhaar details

User 101000353701

Aadhaar Number MO 2936
Enter OTP* Resend OTP

tote OTP will be sant on Aadhaar Regstered Moble Number

Image 4

In case of delay in the delivery of OTP, the user can regenerate OTP by clicking on
“Resend OTP" tab.

5. On submission of OTP and successful data verification, Acknowledgement number
shall be generated and request shall be submitted for authorization(refer image 5).

»  Nodal Officer details

User 1D:1001001501

Verar reguest has Dean subMmilied succertuly
Acknowdedgement Number 1003000009
Entiey Reg No 3
Entity Name
Date of Request Submission 2024-02-23 1825 48
Regquest Stalus #
Authorizing Nodalofice L_  _ __

Image 5
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Once submitted the message will be displayed that “Your request has been
submitted successfully”. Further, this request has to be authorized by the respective
oversight office.

. Authentication of Aadhaar linking request submitted by Nodal Office:

The oversight office needs to authorize the Aadhaar linking transaction for
underlying offices.

Aadhaar Linking for Authorised by

PrAO/DTA CRA
PAO/DTO PrAO/DTA
DDO PAO/DTO

The underlying office cannot complete Aadhaar linking request till the time
the authorizing Nodal officer has completed the Aadhaar linking for his/her
User ID. Therefore it is required that the PrAO/DTA gets his/her Aadhaar
linked prior to initiating any authorization of requests.

Further, it is important to note that the authorizing office needs to verify the
documents uploaded by underlying office before authorizing any Aadhaar
linking request.

1. On successful creation of Acknowledgement number for Aadhaar
mapping, the nodal office initiating the request shall receive an intimation
on registered email.

2. The Authorizer is required to login to the CRA system and authenticate
his/her Aadhaar details using OTP and authorize the request under “User
Maintenance” tab.

3. On selecting “Authorize Mapping Request”, the list of pending
Acknowledgement number’s with related details shall be displayed as
shown in Image 6, on entering the “Entity Registration number /
Acknowledgement number / Date range”

sgjrage



Nodal Officer Details

B Acreaiae Mgy Gpdues Varw Ragoe sl STk
Fraty wg Mo
3 Ak N
Fecom Date” -
T Cuna” p:

Image 6

4. The details of the data entered by the User for Aadhaar linking shall be
displayed with last four digits of the respective Aadhaar number (Image
7).

Authorize AsdMaar Blappmg Reguest

Atk siskedeeand Wy R sieirg
Unar 10 SOaR 0
AaTranr Wt EARRRRLESS
Tass Mg Ravan Aacang (oohen
e 0f Bartiod ey g gy
Modide Noss tu Wr1livs
I ad ¥ oeoade
[ mtiey Reg. Ko V43T
Ertity Kaone AR Ko
Diste of itistion e

Docament Typs Derwesionged Ana: bed § de
Bpposntmact wiee
Besthoity Lemer
Moy Cand
® Lo it

Hemariy

Image 7

5. The authorizer can ‘Accept’ or ‘Reject’ the Acknowledgement. If request is
accepted then the office needs to ‘Approve’ and proceed further. If
request is rejected then appropriate comments have to be provided.

- J|rapge



6. On successful acceptance of request, the following screen is displayed
(Image 8).

Authorize Aaanaar Mapping Request

Request fas been successfully Accepied

Acknowiedgement Numdser 100000000
Uner IO 1000386801
Eatty Reg. No 10009868
Entity Name ABCName
Date of Intiation{ds mmyyyy] 01072024
[ate of Authonraten]ddmmyyyy)

Request Status Accepted

Apthoneing Nodal Office CRAUsar

Image 8

C. Status view for Aadhaar linking

The users can view the Status of the request created, by logging-in to the CRA
system and providing Acknowledgement ID under the “User Maintenance” tab.

D. Procedure for regular (Aadhaar based) access to CRA system

1. Nodal Office User will login to the CRA system with existing Login ID and Password
and will have to check in Password policy and enter Captcha and Submit as shown
in Image 9.

€ 6_- Activate Tier | Account  Tras + My User DFPRAN 8 Password 13 confidensll & nol 1o be
3 & 32clocad

g £ FATCA Compilance

a Beset Pasreged EN f abiP3 HERA"ITLCOns I Lias
Sy - soen Do

Naodal Offices / Other Intermediaries

5 Subscribar Consent 1o share contact datails with ASP P Digtsl Certficas
User 10 sl
Farswore S—
bscriber RagistratisnPhote-Sgnature Macification Requast Entes Capicta 3 44 3 =

undersiend BaL
Status wsmg Faecept Nurmber

» My User QFRAN & FasTaecro s contdertial § nel 1o b2
¥
+ P Thour 0 ; E g

umner
o [ nead 1o knep chasgng ©y passwond reguiaty

PRAN Card Dispstch Status ‘Rucal Precwmg G NAICIDS fot Lo

Gaevance | Enquiry Stans

Retived Life ka sahara, NPS hamara

TO T oo c
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Figure 9

2. The system will ask for Aadhaar number as shown in Image 10. The user shall
provide the Aadhaar number, check the declaration box and click on submit.

»  Kindly share below Aadhaar details

| B3 herety understandiauhorze Protean s0ov Technologes Lid as CRA

| 1 Use my Asdnsat getads for Nabional Pension System (NPS) and autnenticate my identty fwough ine Aachas
Autherdcaton Tyciem (Aachadr based o-KYC senaces of VDA n aCcorsance with Ing provisions of the Aachaar
{Targetes Deitvery of Finandtial and oihil Subsidas. Benefls and Services) A 2018 and the a@ed ruled and reulatons
2 Use my Demographic datails (Name, Gander and Date of Birin) and OTP for autnenticating my entity through the
Andhaar Authertication system for obtanng my e KYC through Aadhaar based & KYC servaces of LIDAI

- 3 1 undorstond that the Achaar Setass (PMSICH! and / or GOl 35 N9 CaTe My DY) SDMTIed 107 SYIENG SeIVICeS UNGY

| NPS will D0 Mmaintaned # NPS B 10 tme The sCcountUser 1D not niEve 0 HPS of e meltame CeCded by PFRDA
the reguiater of NFS whichever & Gate

Image 10

3. On submission of details, an OTP shall be delivered to Aadhaar registered mobile
number and the user shall be required to enter the OTP as displayed in Image 11

» Kindly share below Aadhaar details

User ID: 1000393701

Aadhaar Numbes HOOOOU 2536
Enter OTP™ | Resend OTP

Note OTP will be sent on Aadhaar RegatereC Mobie Number

Image 11

In case of delay in delivery of OTP, the user can regenerate OTP by clicking on
Resend OTP tab. Once, OTP is submitted, User will be able to login and perform

required functions.
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